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Wolds Weighton Update for January 2015    
1. Priority  

Issue: - Youths Causing Annoyance High Street, Market Weighton (Evenings):
The High Street and immediate town centre area of Market Weighton, including the Memorial Playing Fields, Scotts Croft and Londesborough Road, will continue to be targeted by patrols on an evening throughout January with a view to ensuring the reduction of the potential for problems.  Consideration will continue to be given to use of £90 fixed penalty notices for disorder, alcohol seizure and joint work with our partners at East Riding of Yorkshire Council to secure Acceptable Behaviour Contracts where appropriate. There is unlikely to be any discretion shown to offenders. 
2. Priority 
Issue: - There is only one priority this month.
3. Meetings
You are invited to attend any of the below meetings:
Police “Drop In” Surgery at the Methodist Church, Town Street, Shiptonthorpe with Police Community Support Officer Terry Cundiff: 

PCSO Cundiff will be available on the 22nd January and the 26th February 2015 from 10:30am to 11:30am.  Please come along to discuss any issues you have in your area. 
Police “Drop In” Surgery at Market Weighton Library with Police Community Support Officer Terry Cundiff:
PCSO Cundiff will be available on the 26th January 2015 (3:00pm to 4:30pm) and on the 4th February (2:00pm to 3:15pm). Please come along to discuss any issues you have in your area and look out for the Police display in the library on the day.

Police “Drop In” Surgery at Market Weighton Methodist Church with Police Community Support Officer Laura Hudson:

PCSO Hudson has arranged a surgery from 11:15am to 12:00noon at the above location on the following dates 4th February and the 11th March.  Please come along and discuss any issues you may have in your area. 

Police “Drop In” Surgery at Wetwang Village Hall Coffee Morning with Police Community Support Officer Laura Hudson:

PCSO Hudson has arranged a surgery from 11:00am to 12noon at the above location on the following dates: 3rd February and the 10th March.  Please come along and discuss any issues you may have in your area.

4. Crimes in your area
· A shed was broken into at Market Weighton allotments and various items were stolen.
· An unknown sharp implement was used to pierce a hole into a car tyre which as a result of the damage will need replacing.

· A quad bike was stolen.

· A child’s electric scooter was stolen from a driveway.

· Three secure wooden sheds in a garden were broken into and items stolen.

· A secure vehicle was broken into and a tool box was taken.

· Entry was gained into a house, car keys and various items were stolen.  The owner’s vehicle was also taken at the same time.

· Entry was gained into a property, car keys taken and the car stolen.

5. News and Appeals 
Beware of Bogus Callers and Telephone Scams!
Bogus callers

Most people who come to your door may be genuine callers, but sometimes, you can't be sure and so you need to "think security" before opening your door to them!

 

Bogus callers can be very persuasive people: they very often prey on the elderly or vulnerable. They can claim to be from the local authority, health services, gas, electric or water companies, or simply claim to be trades people calling to carry out repairs. Sometimes they can even pretend to be from the police!

 

So we all need to beware!

 

Here's some simple advice when somebody knocks on your door or rings your doorbell:
 

- Look to see who it is outside before opening up.
 

- Fit a chain on your door so you can open your door to talk to people with the chain engaged.
 

- Always lock your doors. Sometimes bogus officials work in pairs, and whilst you're distracted at the front door, another may be coming through your back door!
 

- Check the caller's identity before you let them in. If in doubt shut the door and call the company or organisation they represent. Remember to use the phone book, not the number on their identity card! If the person is genuine, they'll understand and wait.
 

- If still in doubt, ask the caller to leave and tell them to write and make an appointment so that someone else can be with you.
 

If in doubt, don't let them in!
 

In addition to bogus callers, "cold callers" are another problem, particularly in the spring and summer months when people turn up unannounced asking if you want your trees pruning, your guttering mending/cleaning or your drive tarmacking. Whilst some do operate legitimately, others take advantage, do shoddy work and then charge exorbitant amounts in payment. If payment is refused they can become intimidating.   The simple solution is to say “No Thanks".
Telephone / Cold Call Scams

Recent research has shown that 58% of people have received suspect phone calls which is a rise from 41% from research completed last year.  

These ‘cold call’ scams typically involve fraudsters deceiving victims into believing they are speaking to a police officer, a member of bank staff, or a representative of another trusted organisation, such as a computer company in order to steal money. 

Always be on your guard if you receive a cold call and are asked for any of the following:

· Personal or financial information, eg full name, date of birth, address, passwords, bank details, security numbers etc.

· You are asked to transfer or withdraw money.

· You are asked to hand over your credit / debit card or cash to someone eg a courier who will call and collect it.

The bank or the police will never tell you to take such actions or ask you for financial information.  If you are asked to do any of these things, someone is trying to con you!!.  If in doubt, call back the organisation on a number you trust, but do it on another phone or leave it at least five minutes before you make the call. This is important because criminals are able to keep the line open for two minutes after you put down the phone, which means you could end up inadvertently talking to the criminal or their accomplice again. 

There are many different scams, some of which are listed below:

· “We believe there is a fault on your computer but we can fix this now if you give us your card details to make a payment” – say no thank you and put the telephone down. Do not engage in further conversation as these people can be very persuasive and before you know it they will have access to your computer and can freeze it!  Whatever happens do not give out your bank or any personal details. 

· “We are ringing on behalf of the bank and believe that someone is trying to access your bank account, so we will create you a new account now over the phone and then if you give me your current bank details I will transfer your money over into your new account immediately.” Do not give out any information, inform the caller that you will go to your own bank to speak to someone face to face and put the phone down. 

· Be wary of dialling a number with “070” at the beginning.  Although legitimate numbers, calls to “070” numbers are charged at a premium rate and they have long been used by fraudsters to scam unwitting victims. Calls from a landline can cost up to 65p p/min and may incur an additional call set-up fee of up to 51p. Calls from mobiles can cost up to £1.50 p/min. In extreme cases, victims have received triple figure phone bills as a result of calling these premium rate numbers.
For other hints and tips log onto the www.actionfraud.police.uk website, which lists an A – Z of different fraud types as well as tips on how to protect yourself from fraud.
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